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**ПОЛИТИКА в отношении обработки персональных данных и реализации требований к защите персональных данных на веб-сайте** [**https://www.examarket.ru**](https://www.investmentschool.ru)

**1.Общие положения**

1.1. Настоящая политика в отношении обработки персональных данных (далее – «Политика») разработана в соответствии с Федеральным законом от 27.07.2006 г. № 152-ФЗ «О персональных данных», и действует в отношении всех персональных данных, которые физическое лицо Коротин Александр Евгеньевич ( далее – «Оператор»), являющийся оператором персональных данных и администратором веб-сайта https://www.examarket.ruполучает от субъектов персональных данных – физических лиц.

1.2. В настоящей политике используются следующие основные понятия:

- персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

- оператор персональных данных (оператор) – государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными, применительно к настоящей Политике оператором персональных данных является физическое лицо Коротин Александр Евгеньевич (место жительства – Российская Федерация, Свердловская область, город Екатеринбург, улица Красных Командиров, дом 17, квартира 64, индекс 620135, контактные данные – 8 909 001 50 50, [tech@investmentschool.ru](mailto:tech@investmentschool.ru) );

- обработка персональных данных – любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования. Обработка персональных данных включает в себя, в том числе: сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение.

- автоматизированная обработка персональных данных – обработка персональных данных с помощью средств вычислительной техники;

- распространение персональных данных – действия, направленные на раскрытие персональных данных неопределенному кругу лиц;

- предоставление персональных данных – действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;

- блокирование персональных данных – временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

- уничтожение персональных данных – действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;

- обезличивание персональных данных – действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;

- информационная система персональных данных – совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;

- трансграничная передача персональных данных – передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу;

- субъект персональных данных – физическое лицо, к которому прямо или косвенно относятся персональные данные.

- конфиденциальность персональных данных – обязательное для соблюдения требование не допускать несанкционированную обработку персональных данных, в том числе распространение, раскрытие, передачу, предоставление, использование персональных данных, а также несанкционированный доступ третьих лиц к персональным данным без согласия субъекта персональных данных, оператора персональных данных или наличия иного законного основания.

1.3. Настоящая Политика разработана в соответствии с действующим законодательством Российской Федерации о персональных данных:

- Федеральный закон Российской Федерации от 27.07.2006 г. № 152-ФЗ «О персональных данных» (далее — 152-ФЗ, ФЗ «О персональных данных»), устанавливающий основные принципы и условия обработки персональных данных, права, обязанности и ответственность участников отношений, связанных с обработкой персональных данных;

- Постановление Правительства Российской Федерации от 01.11.2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»;

- иных нормативно – правовых актов Российской Федерации.

1.4. Оператор имеет право вносить изменения в настоящую Политику. Новая редакция Политики вступает в силу с момента ее размещения в информационно – телекоммуникационной сети Интернет по адресу: https://www.examarket.ru,если иное не предусмотрено новой редакцией Политики. Оператором обеспечивается неограниченный доступ всем заинтересованным субъектам персональных данных ко внесенным в Политику изменениям.

1.5 Основные права субъекта персональных данных:

1.5.1. Субъект персональных данных на основании поданного Оператору письменного запроса имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей:

1) подтверждение факта обработки персональных данных Оператором;

2) правовые основания и цели обработки персональных данных Оператором;

3) цели и применяемые Оператором способы обработки персональных данных;

4) наименование и место нахождения Оператора, сведения о лицах, которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с Оператором или на основании федерального закона;

5) обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;

6) сроки обработки персональных данных, в том числе сроки их хранения;

7) порядок осуществления субъектом персональных данных прав, предусмотренных ФЗ № 152;

8) информацию об осуществленной или о предполагаемой трансграничной передаче данных;

9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Оператора, если обработка поручена или будет поручена такому лицу;

10) иные сведения, предусмотренные ФЗ № 152 или другими федеральными законами.

Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами.

1.5.2. В случае, если сведения, указанные в 1.5.1. настоящей Политики, а также обрабатываемые персональные данные были предоставлены для ознакомления субъекту персональных данных по его письменному запросу, субъект персональных данных вправе обратиться повторно к Оператору или направить ему повторный запрос в целях получения этих сведений и ознакомления с такими персональными данными не ранее чем через 30 (тридцать) дней после первоначального обращения или направления первоначального запроса, если более короткий срок не установлен федеральным законом, принятым в соответствии с ним нормативным правовым актом или договором, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных.

Субъект персональных данных вправе обратиться повторно к Оператору или направить ему повторный запрос в целях получения сведений, указанных в п. 1.5.1. настоящей Политики, а также в целях ознакомления с обрабатываемыми персональными данными до истечения указанного выше срока в случае, если такие сведения и (или) обрабатываемые персональные данные не были предоставлены ему для ознакомления в полном объеме по результатам рассмотрения первоначального обращения. Повторный запрос наряду со сведениями, указанными в п. 1.5.1. настоящей Политики, должен содержать обоснование направления повторного запроса.

1.5.3. Субъект персональных данных вправе требовать от Оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

1.5.4. Если субъект персональных данных считает, что Оператор осуществляет обработку его персональных данных с нарушением требований ФЗ № 152 или иным образом нарушает его права и свободы, субъект персональных данных вправе обжаловать действия или бездействие Оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке. Субъект персональных данных имеет право на защиту своих прав и законных интересов.

1.5.5. Субъект персональных данных вправе отозвать данное им Оператору согласие на обработку персональных данных.

1.6. Основные обязанности субъекта персональных данных:

1.6.1. Субъект персональных данных обязан соблюдать конфиденциальность персональных данных и не допускать разглашения персональных данных других субъектов персональных данных, которые стали ему известны в связи с осуществлением взаимодействия с Оператором.

1.6.2. Соблюдать требования действующего законодательства и иных нормативных актов, настоящей Политики.

1.6.3. При предоставлении Оператору персональных данных третьих лиц получить от этих третьих лиц безусловное информированное свободное согласие на такое представление.

1.6.4. Субъект персональных данных несет ответственность за предоставление Оператору достоверных сведений, а также за своевременное обновление предоставленных данных в случае каких-либо изменений.

1.7. Основные обязанности Оператора:

1.7.1. При сборе персональных данных Оператор обязан предоставить субъекту персональных данных по его просьбе информацию, предусмотренную п. 1.5.1. настоящей Политики.

1.7.2. Если предоставление персональных данных является обязательным в соответствии с федеральным законом, Оператор обязан разъяснить субъекту персональных данных юридические последствия отказа предоставить его персональные данные.

1.7.3. Если персональные данные получены не от субъекта персональных данных, Оператор до начала обработки таких персональных данных обязан предоставить субъекту персональных данных следующую информацию:

1) наименование либо фамилия, имя, отчество и адрес Оператора или его представителя;

2) цель обработки персональных данных и ее правовое основание;

3) предполагаемые пользователи персональных данных;

4) установленные настоящим ФЗ № 152 права субъекта персональных данных;

5) источник получения персональных данных.

Оператор освобождается от обязанности предоставить субъекту персональных данных сведения, предусмотренные выше в настоящем пункте Политики, если:

A) субъект персональных данных уведомлен об осуществлении обработки его персональных данных соответствующим Оператором;

Б) персональные данные получены Оператором на основании федерального закона или в связи с исполнением договора, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных;

В) персональные данные сделаны общедоступными субъектом персональных данных или получены из общедоступного источника;

Г) Оператор осуществляет обработку персональных данных для статистических или иных исследовательских целей, для осуществления профессиональной деятельности журналиста либо научной, литературной или иной творческой деятельности, если при этом не нарушаются права и законные интересы субъекта персональных данных;

Д) предоставление субъекту персональных данных сведения, предусмотренных в подпунктах 1-5 пункта 1.7.3. настоящей Политики, нарушает права и законные интересы третьих лиц.

1.7.4. При сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети Интернет, Оператор обязан обеспечить запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, указанных в ч. 5 ст. 18 ФЗ № 152.

1.7.5. Оператор обязан принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных ФЗ № 152 и принятыми в соответствии с ним нормативными правовыми актами, для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных. Состав и перечень мер, необходимых и достаточных для обеспечения выполнения обязанностей, предусмотренных ФЗ № 152, указаны в настоящей Политике.

1.7.6. Оператор обязан опубликовать или иным образом обеспечить неограниченный доступ к настоящей Политике в частности путем размещения Политики на веб-сайте в сети Интернет по адресу: https://www.examarket.ru

1.7.7. Оператор обязан сообщить субъекту персональных данных или его представителю информацию о наличии персональных данных, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение 30 (тридцати) дней с даты получения письменного запроса субъекта персональных данных или его представителя.

В случае отказа в предоставлении информации о наличии персональных данных о соответствующем субъекте персональных данных или персональных данных субъекту персональных данных или его представителю при их обращении либо при получении письменного запроса субъекта персональных данных или его представителя Оператор обязан дать мотивированный ответ, содержащий ссылку на положение федерального закона, являющееся основанием для такого отказа, в срок, не превышающий 30 (тридцати) дней со дня обращения субъекта персональных данных или его представителя либо с даты получения письменного запроса субъекта персональных данных или его представителя.

1.7.8. Оператор обязан предоставить безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к этому субъекту персональных данных. В срок, не превышающий 7 (семи) рабочих дней со дня предоставления субъектом персональных данных или его представителем сведений, подтверждающих, что персональные данные являются неполными, неточными или неактуальными, Оператор обязан внести в них необходимые изменения.

1.7.9. В срок, не превышающий 7 ( семи) рабочих дней со дня представления субъектом персональных данных или его представителем сведений, подтверждающих, что такие персональные данные являются незаконно полученными или не являются необходимыми для заявленной цели обработки, Оператор обязан уничтожить такие персональные данные.

1.7.10. Оператор обязан уведомить субъекта персональных данных или его представителя о внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления третьих лиц, которым персональные данные этого субъекта были переданы, в случае если такая передача была осуществлена.

1.7.11. Оператор обязан сообщить в уполномоченный орган по защите прав субъектов персональных данных по запросу этого органа необходимую информацию в течение 30 (тридцати) дней с даты получения такого запроса.

1.7.12. В случае выявления неправомерной обработки персональных данных при обращении субъекта персональных данных или его представителя либо по запросу субъекта персональных данных или его представителя либо уполномоченного органа по защите прав субъектов персональных данных Оператор обязан осуществить блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) с момента такого обращения или получения указанного запроса на период проверки.

1.7.13. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу уполномоченного органа по защите прав субъектов персональных данных Оператор обязан осуществить блокирование персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.

В случае подтверждения факта неточности персональных данных Оператор на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов обязан уточнить персональные данные либо обеспечить их уточнение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в течение 7 (семи) рабочих дней со дня представления таких сведений и снять блокирование персональных данных.

1.7.14. В случае достижения цели обработки персональных данных Оператор обязан прекратить обработку персональных данных или обеспечить ее прекращение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и уничтожить персональные данные или обеспечить их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в срок, не превышающий 30 (тридцати) дней с даты достижения цели обработки персональных данных, если иное не предусмотрено договором, стороной которого , выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между Оператором и субъектом персональных данных либо если Оператор не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных федеральными законами.

1.7.15. В случае отзыва субъектом персональных данных согласия на обработку его персональных данных Оператор обязан прекратить их обработку или обеспечить прекращение такой обработки (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожить персональные данные или обеспечить их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в срок, не превышающий 30 (тридцати) дней с даты поступления указанного отзыва, если иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между Оператором и субъектом персональных данных либо если Оператор не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных федеральными законами.

1.7.16. В случае отсутствия возможности уничтожения персональных данных в течение срока, указанного в пунктах 1.7.14-1.7.15 настоящей Политики, Оператор осуществляет блокирование таких персональных данных или обеспечивает их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и обеспечивает уничтожение персональных данных в срок не более чем 6 (шесть) месяцев, если иной срок не установлен федеральными законами.

1.7.17. Иные обязанности, предусмотренные действующим законодательством.

1.8. Основные права Оператора:

1.8.1. Оператор вправе осуществлять обработку персональных данных как с использованием средств автоматизации, так и без их использования, в соответствии с действующим законодательством и условиями предоставленных субъектами персональных данных согласий на обработку персональных данных.

1.8.2. Оператор вправе осуществлять обработку персональных данных без согласия субъекта персональных данных в случаях, предусмотренных законодательством.

1.8.3. Оператор вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора.

**2. Цели обработки персональных данных**

Персональные данные обрабатываются Оператором в следующих целях:

1) обратная связь с субъектами персональных данных, в том числе обработка их запросов и обращений, информирование о работе веб-сайта https://www.examarket.ru, контроль и улучшение качества услуг и сервисов, представленных на веб-сайте https://www.examarket.ru ;

2) проведение Оператором опросов, интервью, тестирования и исследований на веб-сайте https://www.examarket.ru ;

3) идентификация и верификация субъекта персональных данных на веб-сайте https://www.examarket.ru ;

4) формирование статистической отчетности;

5) осуществления хозяйственной деятельности;

6) обезличенные данные субъектов персональных данных, собираемые с помощью сервисов интернет-статистики, служат для сбора информации о действиях субъектов персональных данных на веб-сайте https://www.examarket.ru, улучшения качества веб-сайта https://www.examarket.ru и его содержания;

7) направления субъектам персональных данных посредством отправки электронных писем и смс информационных сообщений;

8) осуществление иных функций, полномочий и обязанностей, возложенных на Оператора законодательством Российской Федерации.

**3. Правовые основания обработки персональных данных**

Правовым основанием обработки персональных данных Оператором являются:

3.1. Согласие на обработку персональных данных (в случаях, прямо не предусмотренных законодательством Российской Федерации, но соответствующих полномочиям Оператора), в том числе согласие пользователей веб-сайта https://www.examarket.ru .

3.2. Постановление Правительства РФ от 01.11.2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных».

3.3. Постановление Правительства Российской Федерации от 15 сентября 2008 г. № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации».

3.4. Федеральный закон от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации».

3.5. Иные нормативные правовые акты Российской Федерации и нормативные документы исполнительных органов государственной власти.

**4. Объем и категории обрабатываемых персональных данных, категории субъектов персональных данных**

4.1. Перечень персональных данных, подлежащих обработке и защите формируется в соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ.

4.2. К персональные данным относится любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

4.3. Оператор не осуществляет обработку специальных категорий персональных данных, касающихся расовой и национальной принадлежности, политических взглядов, религиозных и философских убеждений, состояния здоровья, интимной жизни и судимости физических лиц.

4.4. Трансграничная передача персональных данных Оператором не осуществляется.

4.5. Оператор может осуществлять обработку персональных данных следующих категорий субъектов персональных данных:

- физические лица, являющиеся пользователями веб-сайта https://www.examarket.ru и услуг, предоставляемых на веб-сайте https://www.examarket.ru

4.6. Конкретный перечень обрабатываемых персональных данных для каждой категории субъектов персональных данных приведен ниже в пункте 4.7. настоящей Политики.

4.7. Физические лица, являющиеся пользователями веб-сайта https://www.examarket.ru и услуг, предоставляемых на веб-сайте https://www.examarket.ru:

Категории персональных данных:

1) основная информация о субъекте персональных данных, то есть его фамилия, имя и отчество.

2) контактные данные, в том числе адрес электронной почты, номер телефона.

4.8. Также на веб-сайте https://www.examarket.ru происходит сбор и обработка обезличенных данных о посетителях (в т.ч. cookie-файлов) с помощью сервисов интернет-статистики (Яндекс.Метрика и Google Analytics). Google Analytics – политика конфиденциальности размещена по адресу <https://policies.google.com/privacy?hl=en> . Яндекс.Метрика – политика конфиденциальности размещена по адресу <https://yandex.ru/legal/confidential/>.

С политикой использования cookie-файлов можно ознакомиться, перейдя по ссылке на главной странице веб-сайта, расположенной по адресу https://www.examarket.ru.

4.9. Оператор обеспечивает соответствие содержания и объема обрабатываемых персональных данных заявленным целям обработке.

**5. Порядок и условия обработки персональных данных**

5.1. Оператор осуществляет обработку персональных данных с использованием средств автоматизации и без использования средств автоматизации, а также смешанную обработку персональных данных.

5.2. Перечень действий, совершаемых Оператором с персональными данными: сбор, систематизация, накопление, хранение, уточнение (обновление, изменение), использование, обезличивание, блокирование, уничтожение, а также осуществление любых иных действий в соответствии с действующим законодательством Российской Федерации.

5.3. Обработка персональных данных Оператором осуществляется с согласия субъекта персональных данных кроме случаев, установленных законодательством Российской Федерации, с соблюдением требований конфиденциальности персональных данных, установленных ст.7 Федерального закона № 152-ФЗ, а также принятием мер, направленных на обеспечение выполнения обязанностей по обработке и защите персональных данных, установленных законодательством Российской Федерации.

5.4. Субъект персональных данных принимает решение о предоставлении его персональных данных и дает согласие на обработку персональных данных свободно, своей волей и в своем интересе.

5.5. Согласие на обработку персональных данных дается в любой позволяющей подтвердить факт его получения форме.

5.6. Условием прекращения обработки персональных данных может являться достижение целей обработки персональных данных, истечение срока действия согласия на обработку персональных данных или отзыв согласия на обработку персональных данных субъектом персональных данных, а также выявление неправомерной обработки персональных данных.

5.7. Согласие на обработку персональных данных может быть отозвано путем письменного уведомления, направленного в адрес Оператора.

5.8. Оператор при обработке персональных данных принимает или обеспечивает принятие необходимых правовых, организационных и технических мер для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

5.9. Согласие на обработку персональных данных субъекта персональных данных вступает в силу со дня его принятия и действует в течение неопределенного срока и может быть отозвано на основании письменного заявления субъекта персональных данных.

5.10. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, в течение срока не дольше, чем этого требуют цели обработки персональных данных, кроме случаев, когда срок хранения персональных данных установлен Федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных.

5.11. При осуществлении хранения персональных данных Оператор использует базы данных, находящиеся на территории Российской Федерации.

5.12. Оператор применяет комплекс организационных и технических мер по обеспечению безопасности персональных данных в соответствии со статьей 19 Федерального закона № 152-ФЗ, направленных на нейтрализацию актуальных угроз безопасности персональных данных при их обработке в информационных системах.

5.13. Система защиты персональных данных Оператора включает в себя комплекс правовых, организационных и технических мер, направленных на нейтрализацию актуальных угроз безопасности персональных данных при их обработке в информационных системах персональных данных Оператора, и учитывает особенности информационной инфраструктуры Оператора и архитектуры информационных систем персональных данных, используемых информационных технологий в информационных системах Оператора.

5.14. Меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных Оператора определяются и применяются с учетом установленных уровней защищенности персональных данных при их обработке в информационных системах персональных данных Оператора в соответствии с Постановлением Правительства Российской Федерации от 01.11.2012 № 1119. Выбор и внедрение средств защиты в рамках системы защиты персональных данных при их обработке в информационных системах персональных данных Оператора осуществляется в соответствии с требованиями законодательства Российской Федерации в области персональных данных.

5.15. Защита персональных данных при их обработке в информационных системах персональных данных Оператора от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных, обеспечивается применением взаимосвязанной совокупности мер и средств защиты, в частности:

- определяются угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;

- применяются организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, направленные на нейтрализацию актуальных угроз безопасности персональных данных в соответствии с законодательством Российской Федерации;

- применяются прошедшие в установленном порядке процедуру оценки соответствия средства защиты информации, предназначенные для нейтрализации актуальных угроз безопасности;

- осуществляется оценка эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- осуществляется учет машинных носителей персональных данных;

- проводятся мероприятия по обнаружению фактов несанкционированного доступа к персональным данным и принятию соответствующих мер, в том числе мер по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;

- обеспечивается возможность восстановления персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- устанавливаются правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечивается регистрация и учет действий, совершаемых с персональными данными в информационной системе персональных данных;

- осуществляется контроль за принимаемыми мерами по обеспечению безопасности персональных данных.

5.16. В соответствии со статьями 18.1 и 19 Федерального закона от 27.07.2006 № 152-ФЗ, постановлением Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» Оператор принимает следующие организационные и технические меры, направленные на обеспечение установленного уровня защищенности персональных данных при их обработке в информационных системах Оператора:

- Оператор является лицом, ответственным за обеспечение безопасности персональных данных в информационных системах Оператора;

- устанавливает режим обеспечения безопасности помещения, в котором размещены информационные системы, препятствующий возможности неконтролируемого проникновения или пребывания в помещении лиц, не имеющих права доступа в это помещение;

- обеспечивает сохранность носителей персональных данных;

- обеспечивает использование средств защиты информации в области обеспечения безопасности информации, в случае, когда применение таких средств необходимо для нейтрализации актуальных угроз;

- обеспечивает резервирование и восстановление персональных данных, работоспособности технических средств и программного обеспечения, средств защиты информации в информационных системах персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- осуществляет соблюдение условий, обеспечивающих сохранность персональных данных и исключающих несанкционированный к ним доступ;

- осуществляет обнаружение фактов несанкционированного доступа к персональным данным и принятие мер;

- осуществляет иные меры, установленные нормативными правовыми актами Российской Федерации в области защиты персональных данных.

**6. Основные принципы обработки персональных данных**

6.1. Обработка персональных данных Оператором осуществляется на основе принципов:

- законности целей и способов обработки персональных данных;

- соответствия состава и объема обрабатываемых персональных данных, а также способов обработки персональных данных заявленным целям обработки;

- точности и достаточности, а в необходимых случаях и актуальности персональных данных по отношению к заявленным целям их обработки;

- уничтожения персональных данных по достижению целей обработки способом, исключающим возможность их восстановления (если иное не предусмотрено законодательством Российской Федерации);

- недопустимости объединения баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.

- обеспечения конфиденциальности и безопасности обрабатываемых персональных данных.

**7. Заключительные положения**

7.1. Политика является общедоступной и подлежит размещению на веб-сайте https://www.examarket.ru

7.2. Для выполнения запросов субъектов персональных данных, Оператор может потребовать установить личность субъекта персональных данных и запросить сведения, подтверждающие факт обработки персональных данных Оператором. Кроме того, действующее законодательство Российской Федерации может устанавливать ограничения и другие условия, касающиеся упомянутых в настоящей Политике прав субъектов персональных данных.